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| 1. | Problem Statement (Problem to be solved) | To improve the safety management in Website from Fraud websites which are threat to us. |
| 2. | Idea/Solution description | To implement anti-phishing protection and anti-spam software to protect yourself when malicious messages slip through to your computer. |
| 3. | Novelty/Uniqueness | a message from admin will be displayed as  user received the Gmail notification that the site visited is confirmed a  phising sit  a message from admin will be displayed as  user received the Gmail notification that the site visited is confirmed a  phising sit  a message from admin will be displayed as  user received the Gmail notification that the site visited is confirmed a  phising sit  A message from admin will be displayed as user received the Gmail notification that the site visited is confirmed a phishing site. |
| 4. | Social Impact/Customer Satisfaction | Thieves may send a spam email message, instant message, or pop-up message that infects the consumer's PC with spyware or ransomware and gives control of it to the thief.. |
| 5. | Business Model (Revenue Model) | This product can be implemented in various Search engines. It is a productive and helpful for people from fraud websites losing their personal information. |
| 6. | Scalability of the Solution | To execute this technique as we need to introduce it on Software for both mobile and website to detect phishing with the help of various data we given. |